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Classification: Protected A 

This quick reference provides instructions for  

• Requesting Connect Care Provider Portal (CCPP) access  
• Amending existing CCPP user access 
• Removing existing CCPP user access 

Requesting CCPP Access 

1 Click “Request or Modify Access” from the AHS IAM homepage.  

 

2 Select a user 
• Click “Myself” to start a request for yourself 

Or 
• Search for an existing user. If no match is found, click “+ New User.”  

3 Click “Request Access” next to the Alberta Netcare Portal entitlement, then click “Next.” 
(Note: It will appear as Change Access if the end-user has an active account.)  
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4 Complete the Access Request form, selecting the “Request Connect Care Provider Portal” 
checkbox.  

 
  

Select the desired facility  

Select a profession and job role from the 
dropdown list.  Provide an active college 
license ID if prompted.  
 
Note: If the college license ID or DOB entered 
is not valid and/or does not match the 
Provincial Provider Registry (PPR), an error 
message will display. If you require further 
assistance with this step, contact eHealth 
Services Provider Support at 1-855-643-8649. 

Select the appropriate Netcare role.  

Select the Request CCPP checkbox.  
Note: Access is only available for facilities that are CCPP-live and for users 
with Clinical 1 or 2 access. If the user already has CCPP access, the 
checkbox will display as "Modify or Remove Connect Care Provider Portal." 
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5 Complete the Remote User Network Access (RUNA) form  

 
  

In the “State the reason the user needs 
remote access” field, ensure that 
“Netcare Access” is listed. 

Note: For ANP and CCPP access,  the “Remote 
Access Required” labels will default to MyApps 
[Citrix] and Netcare. 

Select the appropriate RUNA request type and 
token type from the drop-down menus.  
 
Note: If requesting a hard token, a delivery address is 
required. If requesting a soft token, a personal email 
address is required. 
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6 Complete the Epic (Connect Care) form 

 
  

Select the Connect Care Provider Portal Role 
Category checkbox. This will open the Access 
Criteria Bundle panel.  

Accept or change the default account 
effective date and account expiry 
dates. 

Select the desired facility code from 
the drop-down menu. 

Enter active license ID, if required. 

Select the default available role. 

Submit the request. 

Select the user’s profession. 
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7 Complete the request and retrieve user credentials 

 

 

Open and review the Epic (Connect Care) credential delivery notice.  

 

 

 

From the homepage, click “Work Requests” to open the request queue. 

Click the request number. 

Scroll to the “Credentials to be delivered” section and note the user’s 
credentials.  

Click “Complete.” 
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Modifying or Removing Existing CCPP Access 

1 Click “Request or Modify Access” from the AHS IAM homepage.  

 

2 Select a user 
• Click “Myself” to start a request for yourself 

Or 
• Search for an existing user. If no match is found, click “+ New User.”  

3 Click “Change Access” next to the Alberta Netcare Portal entitlement, then click “Next.” 
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4 Complete the Access Request form, selecting the “Modify or Remove Connect Care Provider 
Portal” checkbox.  

 
  

If the correct facility does not appear in the 
panel below, select the desired facility.  

Select a profession and job role from the 
dropdown list.  Provide an active college 
license ID if prompted.  
 
Note: If the college license ID or DOB entered is not 
valid and/or does not match the Provincial Provider 
Registry (PPR), an error message will display. If you 
require further assistance with this step, contact 
eHealth Services Provider Support at 1-855-643-
8649. 

Select the “Modify or Remove CCPP” checkbox.  
Note: Access is only available for facilities that are CCPP-live and for users 
with Clinical 1 or 2 access. If the user does not have CCPP access, the 
checkbox will display “Request Connect Care Provider Portal.” 

Select the appropriate Netcare role.  

Accept or change the sunset date.  
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5 Complete the Remote User Network Access (RUNA) form  

 
  

Select the appropriate RUNA request type 
and token type from the drop-down menus.  
 
Note: If requesting a hard token, a delivery 
address is required. If requesting a soft token, a 
personal email address is required. 

In the “State the reason the user needs 
remote access” field, ensure that 
“Netcare Access” is listed. 

Note: For ANP and CCPP access,  the 
“Remote Access Required” labels will 
default to MyApps [Citrix] and Netcare. 
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6 Complete the Epic (Connect Care) form  

 

Select the Connect Care Provider Portal Role 
Category checkbox. This will open the Access Criteria 
Bundle panel, enabling you to add an additional role or 
facility.  

Accept or change default account 
effective date and account expiry dates. 

Select desired facility code from the 
drop-down menu. 

Enter active license ID, if required 

Select the default available role. 

Select the user’s profession 

Existing CCPP access may be displayed under the current 
Authorized Approver, which can be amended or removed.   

Submit the request. 
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Removing CCPP Access for a Facility 

 

To remove a user's access, follow the 
Request or Modify Access steps above. 
When you reach the Epic (Connect Care) 
panel, click "Remove" next to the facility 
for which you want to remove access.  
 
Note: If you are removing the last listed facility, 
you will be prompted to enter a disable reason. 
 

Submit the request. 


